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Instructions :

1. The question paper is divided in five units. Each unit carries an internal

choice.

2. Attempt one question from each unit. Thus attempt five questions in all.

3. All questions carry equal marks.

4. Assume suitable data wherever necessary.

5. English version should be deemed to be correct in case of any anomaly in

translation.

6. Candidate should write his/her Roll Number at the prescribed space on the

question paper.
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 I/(Unit I)

1. (a) WWW 8

What is WWW ? Describe the services provided by WWW.

(b) 8

Explain various communication  channels with their advantages.

/(Or)

2. (a) LAN, MAN WAN 8

Differentiate between LAN, MAN and WAN.

(b) 8

Define LAN topology ? Explain any two in detail.

 II/(Unit II)

3. (a) IEEE standard 8

Explain the various IEEE standards used in communication.

(b) 8

What is meant by virtual circuits ? Explain in detail.

/(Or)

4. (a) modulation 8

What is modulation ? Explain the basic features of various types of

modulation.

(b) 8

Explain in detail packet switching.

 III/(Unit III)

5. (a) FDDI 8

Explain the terms Ethernet and FDDI token ring in detail.

(b) 8

Explain any two routing algorithms in detail.

/(Or)

6. (a) TCP/IP layers 

Explain various layers of TCP/IP.
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(b) IPV4 8

Discuss in detail about IPV4 addressing.

 IV/(Unit IV)

7. (a) ISDN 

Discuss the working of base band and Broad band ISDN.

(b) UDP SMTP 

Explain in detail the terms UDP and SMTP.

/(Or)

8. (a) URL 

What are the rules and conventions followed in URL ? Give few examples

for the same.

(b) Telnet FTP 8

Explain about Telnet and FTP in detail.

 V/(Unit V)

9. (a) 8

What is firewall ? Why is it required ?

(b) IP Packets 

Explain in detail IP Packets filter screening routers.

/(Or)

10. (a) firewalls 

Explain the various types of firewalls used in detail.

(b)

Explain the following :

Network security issues, IP packets.


